*Ufficio Privacy*

**QUESTIONARIO SULLO STATO DI ATTUAZIONE DELLA NORMATIVA IN MATERIA DI PROTEZIONE DEI DATI PERSONALI – anno 2022 –**

DENOMINAZIONE STRUTTURA/UFFICIO\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Le strutture utilizzano PC/dispositivi non connessi al dominio “AMMINISTRAZIONE”?

SI NO

1. Sono inserite le password di accensione dei PC/dispositivi\*?

SI NO

1. Si provvede periodicamente all’aggiornamento della password di accensione dei PC/dispositivi[[1]](#footnote-1)\*?

SI NO

1. Sono custodite in buste chiuse le password di accensione dei PC/dispositivi in dotazione al fine di consentire il loro utilizzo anche in caso di impedimento dell’autorizzato che utilizza normalmente il singolo PC/dispositivo?

SI NO

1. Le buste contenenti le password sono conservate in luogo chiuso e protetto?

SI NO

1. I PC/dispositivi sono protettimediante screen-saver con password?

SI NO

1. Ciascuna password utilizzata presenta le caratteristiche di password sicura? E’ costituita da almeno 8 caratteri di cui una lettera maiuscola e un carattere speciale (es. ?, !, \*, etc.) e le lettere che compongono la password non hanno un senso compiuto (come nomi di cosa e di persona).

SI NO

1. Sono stati individuati con il modello SICURDAT/A gli autorizzati al trattamento dei dati personali, effettuato tramite PC con procedure non centralizzate e con procedure esterne (banche dati)?

SI NO

1. Sono stati individuati con il modello SICURDAT/B gli autorizzati al trattamento dei dati personali effettuato con procedure centralizzate?

SI NO

1. Sono stati revocati con il modello SICURDAT B i dipendenti, precedentemente autorizzati e che allo stato non operano più con le procedure centralizzate?

SI NO

1. I locali dove vengono utilizzati e conservati i documenti cartacei che contengono dati personali sono presidiati e controllati dal personale che vi lavora?

SI NO

1. I documenti cartacei conservati, con particolare riguardo ai dati contenenti categorie particolari di dati personali e dati personali relativi a condanne penali e reati sono custoditi in contenitori o armadi muniti di serratura?

SI NO

1. Quali misure sono state individuate affinché la tutela dei dati personali trattati dalla struttura di competenza possa comunque essere garantita qualora per particolari situazioni logistiche o organizzative della struttura vi siano locali non presidiati?

Indicare le misure\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Quali misure di protezione sono state adottate al fine di evitare l’accesso a persone non autorizzate agli archivi contenenti dati personali?

Indicare le misure\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Quali indicazioni o direttive sono state fornite agli autorizzati al fine di evitare comportamenti suscettibili di pregiudicare la riservatezza dei dati?

Indicare\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Si effettuato salvataggi di dati personali su supporti di memorizzazione rimovibili?

SI NO

1. In caso affermativo, i dispositivi rimovibili sono protetti da password e conservati in armadi o cassetti muniti di serratura?

SI NO

1. Le scrivanie di lavoro vengono liberate dai fascicoli alla fine della giornata lavorativa e/o in caso di allontanamento temporaneo, impedendo che chiunque possa visionarli?

SI NO

1. Vengono eseguiti controlli affinché la modulistica utilizzata contenga dati personali adeguati, pertinenti e limitati rispetto alle finalità per le quali sono trattati?

SI NO

1. Vengono eseguite verifiche affinché i dati personali pubblicati sul sito web di Ateneo/delle Strutture siano adeguati, pertinenti e limitati a quanto necessario rispetto alle finalità per le quali sono trattati?

SI NO

1. Presso la Struttura è presente personale che svolge attività di Amministratore di Sistema? (figure professionalizzanti finalizzate alla gestione e alla manutenzione di un impianto di elaborazione o di sue componenti o figure equiparabili dal punto di vista dei rischi relativi alla protezione dei dati, quali gli Amministratori di basi di dati, gli Amministratori di reti e di apparati di sicurezza e gli Amministratori di sistemi software complessi)

SI NO

Spazio per le eventuali osservazioni (riferite alle domande)

Napoli,

FIRMA REFERENTE DELLA STRUTTURA

(*di cui all’art. 7 del Regolamento di Ateneo*

*in materia di trattamento dei dati personali-*

*D.R. n. 1226/2021*)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. \* La domanda riguarda le sole ipotesi in cui venga utilizzata la password di accensione del “BIOS”, oppure, vengano utilizzati PC non connessi al dominio “Amministrazione”, in quanto i PC connessi al dominio richiedono automaticamente l’aggiornamento della password di accensione. [↑](#footnote-ref-1)